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Introduction

• In a PKI infrastructure, private keys grant ownership and control over digital assets;

compromising a private key can result in serious, potentially irreversible security breaches.

• Secure storage solutions like HSMs or encrypted vaults, combined with regular key rotation,

strong encryption, and stringent access controls, are essential to prevent unauthorized access

of private keys.

• The study investigates the security of PKI entities in extensive distributed environments, such

as blockchain.

• It features a prototype that integrates an indigenous CA for Hyperledger Fabric (HLF) with

Hardware Security Modules (HSMs) — the standard for key protection in cryptography.
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Background -HLF
• Hyperledger Fabric (HLF) is widely used in private (permissioned)

blockchain frameworks for its flexibility and application in fields like

supply chain management, e-healthcare, and IoT. In HLF, access to

ledger services requires valid cryptographic credentials, with node

identities verified through digital signatures.

• The Identity and Access Management (IAM) system in HLF is handled

by the Fabric CA, which provide PKI based crypto credentials and key

pairs to nodes.

• As a part of national blockchain service Fabric CA in HLF has been

replaced with an external PKI-based CA. A secure key management

system for HLF using an indigenous CA is our point of study.
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Background -Wallets

• Crypto wallets are digital tools that allow us to

store the private key and do transactions. It is a

combination of public address and private key.

• The wallets are categorized based on three main

criteria like connectivity, nature of physical

existence and control over wallets.
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Public-Key Cryptographic Standards (PKCS)

• The PKCS11 also known as cryptographic token interface

standard (cryptoki) provides an API for devices that hold

cryptographic information.

• The PKCS11 standard is implemented in default inside HSM

by the vendors.

• The default fabric-CA component in HLF comes with an

option to enable PKCS11 binaries by which the file system

storage can be changed to HSM.

• In the proposed work, the HLF uses an external CA which has

its own implementation of ECDSA. Hence to enable PKCS11

interface in this CA, PKCS 11 libraries have been modified in

order to use the custom ECDSA implementation.
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HLF- Operations

• The two major operations of HLF that includes the private

key will be the enrollment process and the transaction

proposal and signing.

• The enrollment process needs the CA for generation of

credentials like key pairs and certificates. The private key is

stored inside the HSM permanently while the public key is

retrieved and returned to the client.

• In the same way as enrollment, client application generates

a transaction proposal, which includes details about the

transaction such as the chaincode(smart contract).The client

application signs the transaction proposal with its private

key.
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Proof of Concept

• The default network configuration of HLF with two

organizations, one ordering service node, two peers per

organizations and one CA per organization is used.

• The softHSM is integrated with external CA and is run as

separate docker container.

• The HLF will be loaded as another docker container.

• A client who want to enroll may be attached to any one of

the organization.
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Recommendations

• The Hardware Security Module (HSM) is actively involved in both the enrollment and signing

processes. Performance may vary depending on the firmware or HSM version integrated.

• When integrating an external Certificate Authority (CA) with Hyperledger Fabric (HLF), differences in

cryptographic standards may occur. We recommend modifying the PKCS#11 libraries to implement

custom digital signature algorithm. This modification may introduce some overhead in the key

generation process.
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Conclusion and Future Work

• The feasibility of integrating HSM into permissioned blockchain framework such as HLF with custom developed CA has

been attempted.

• The POC is presented with software emulation of HSM (softHSM) hosted as a docker service with custom CA. The

generated private keys are stored inside SSM and the CA based crypto operations using private key are validated

through HSM.

• The potential limitation in terms of scalability of slots in HSM has to be validated when it is to be deployed in blockchain

networks.

• The complete performance benchmarking and optimization of crypto operations in custom CA will be accomplished in

future.
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THANK YOU
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